The US DoD has defined the Information Environment (IE) as the aggregate of individuals, organizations and systems that collect, process disseminate or act on information. The Global Information Environment (GIE) defies boundaries. It is by far a non-static environment, making use of change as a catalyst in order to address business needs and mission objectives. It consists of a plethora of devices, using diverse and mobile architectures. It is hyper-charged in that every device is performing several roles. It unifies security and defence IEs with civilian IEs.

As the IE became global, so did the Cyber Operators. Instead of operating in national environments with well-defined boundaries, assessing and protecting cyber and kinetic operations, they (Cyber Operators) are now truly operating across all types of boundaries. They are cutting across jurisdictions, having to manage and protect complex interrelationships between tangible and intangible assets. The GIE characteristics also provide challenges for the Cyber Operators to overcome to achieve information superiority. Information superiority is the advantage derived from the ability to collect, process and disseminate an uninterrupted flow of information, while exploiting or denying adversaries to do the same. Information superiority is a state achieved as the result of successful cyber operations. Cyber operations are continuous acts of force in the GIE that can include intelligence and counterintelligence, psychological operations, deception, computer network operations, situational awareness, operational security, information security, physical security and of course risk and threat assessment.

In this track we will discuss the current practice and the future of cyber operations in the Global Information Environment. We will discuss the modern GIE, the socio-political changes that it is influencing and the complex problem of protecting it. Topics of interest include, but are not limited to:

- Cyber Operations in the Global Information Environment:
- intelligence and counterintelligence,
- psychological operations and deception,
- computer network operations and situational awareness,
- operational security, information security and physical security
- risk and threat assessment.
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