Deception, defined as the act of hiding the truth, especially to get an advantage, has a long history in conflict. It has been an important tool on battlefields and has now also become an asset in the cyber arena. The cyber environment can be particularly vulnerable to deception due to the lack of sensory feedback from the physical environment. As such deception can occur in cybersecurity where operators and analysts are dependent upon the data received from artificial sensors.

Topics of interest include, but are not limited to:

- Adversarial machine learning techniques
- Machine learning Data poisoning and countering techniques
- Attaining security in Zero Trust architectures
- Methods to identify and counter deceptive data (including but not limited to Fake News)
- Methods in support of data resilience, or data verification
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